
Southern California Edison Company’s Declaration of Confidential 

Designation Pursuant to General Order 66-D and Related California Public 

Utilities Commission Precedent 

 

I, Shinjini Menon, declare and state: 

1. I am the Vice President of Asset Management & Wildfire Safety at Southern 

California Edison Company (SCE). As such, I am responsible for overseeing and reviewing 

SCE’s confidential information being submitted herein to the California Public Utilities 

Commission (Commission).  I am authorized to request confidential treatment via this 

declaration on behalf of SCE.  

2. I am making this declaration in accordance with General Order 66-D and related 

Commission precedent that governs the submission of confidential documents to the 

Commission. 

3. I have personal knowledge of the facts and representations herein and, if called 

upon to testify, could and would do so, except for those facts expressly stated to be based upon 

information and belief, and as to those matters, I believe them to be true. 

4. Listed below are the data for which SCE is seeking confidential protection and the 

basis for SCE’s confidentiality request. 

Location of 

Confidential Data 
Pages 

 

Description of 

Information that 

is Confidential 

Basis for SCE’s 

Confidentiality Claim 

 Confidential_CalAdv

ocates_SCE_2023W

MP_19 Q9.xlsx 

 

 CONFIDENTIAL_C

alAdvWMP_DR19_

Q10.gdb.zip  

 Redacted columns 

“Circuit ID 

Number” and 

“Circuit ID Name” 

in 

“Confidential_Cal

Advocates_SCE_2

023WMP_19 

Q9.xlsx” 
   

 All confidential 

GIS layers in 

“CONFIDENTIAL

_CalAdvWMP_DR

19_Q10.gdb.zip”  

The files contain 

circuit identification 

data, including 

Circuit ID Number 

and Circuit ID Name, 

which is critical 

energy infrastructure 

information (CEII).  

This information can 

be used by malicious 

actors to identify and 

attack critical 

systems and facilities.   

 

Furthermore, the 

aggregation and 

correlation of this 

information with 

other data could 

identify additional 

customer information 

General 
Protected under Gov’t Code §§ 
7927.300, 7922.000, 7922.540;  
6 U.S.C. § 131(5); 
68 Fed. Reg. 9857 (Dep’t of 

Energy Mar. 3, 2003) (final rule); 

Cal. Pub. Util. Code § 364(d). 

 

Critical Infrastructure Information 

Gov’t Code §§ 7922.000, 

7922.540, 7927.300, 7927.705, 

7929.205; 6 U.S.C. §§ 131(3), 6 

CFR § 29.2(b); 6 U.S.C. § 

133(a)(1)(E), 6 CFR § 29.8 

(defining CII and restricting its 

disclosure) 

 

Critical Electric Infrastructure 

Information 

Pub. L. 114-94 (FAST Act - Critical 

Electric Infrastructure Security) 

Amended December 4, 2015 

18 CFR §388.113(c); FERC Orders 
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and further enable 

malicious actors in 

their attempts to 

attack the grid and 

critical facilities and 

customers. 

630, 643, 649, 662, 683, and 702 

(defining CEII); 68 Fed. Reg. 9862 

(Dep’t of Energy Mar. 3, 2003) 

(final rule) 

 

Sensitive Security Information 

49 CFR §§1520.5, 1520.9 (defining 

SSI and restricting its disclosure) 

 

NERC CIP Regulations 

SSI (49 C.F.R. Part 1520); CEII 

(FERC Order No. 630) 

CIP-002-5.1a; CIP-003-6; 

CIP-004-6; CIP-005-5; CIP-

006-6; CIP- 007-6; CIP-008-

5 CIP-009-6; CIP-010-2; 

CIP-011-2; CIP-014-2 

 

I certify under penalty of perjury that the information contained in this certification is 

true, correct, and complete to the best of my knowledge. 

Executed on August 10th, 2023 at Pomona, California. 

 

__________________________ 

    Shinjini Menon 

Vice President, Asset Management & Wildfire Safety 

Southern California Edison Company 
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